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1 .  F I N T E C H  M A R K E T

1.1	 Evolution of the Fintech Market
Fintech Companies
Sweden is a technologically advanced country 
known for producing numerous start-up compa-
nies within fintech where products span areas 
including banking services, payment settlement 
services, lending, cryptocurrency and biomet-
rics. In terms of fintech, Sweden has produced 
companies such as Klarna, Tink, iZettle, Spotify, 
Trustly, Safello and BehavioSec, among sever-
al others. The Swedish fintech industry is still 
growing rapidly, and multiple fintech companies 
have emerged in areas such as loan consolida-
tion, peer-to-peer lending and loans to individu-
als without permanent employment. The private 
equity industry continues to show a great deal 
of interest in young Swedish fintech companies.

The “E-krona”and Swish
The use of digital payments has increased sig-
nificantly over the last few years and many com-
panies no longer accept cash. Sveriges Riks-
bank (the Swedish Central Bank) is furthermore 
currently investigating an electronic currency, 
referred to as the “E-krona”. This project, how-
ever, is still in an early development phase and 
no official decision has been made. A committee 
has been formed to investigate a general transi-
tion towards digitalisation of currency and will 
publish its statement on 30 November 2022, at 
the latest.

In 2012, six of the largest banks in Sweden 
co-developed an electronic real-time payment 
system named Swish, which is now used by 
around seven million people in Sweden. Swish 
is accessed through an application for mobile 
devices (and certain other electronic devices 
with similar operating systems) that enables 
end-users to make payments electronically. Pay-
ment using Swish is often possible (and used) in 
consumer purchases. Swish is also a very com-

mon method for transferring funds between indi-
viduals and is, by way of example, often used 
when expenses are shared (eg, payments for 
meals). To access Swish, the user must be an 
existing customer with one of the banks linked 
to Swish, and each bank is responsible for the 
offers and terms for the service provided to their 
customers. Furthermore, a BankID is required to 
use Swish.

BankID
A Swedish BankID is the most commonly used 
method of electronic identification in Sweden for 
both individuals and companies. BankID is an 
electronic ID document comparable to a pass-
port, driver’s licence and other physical ID docu-
ments. The BankID is considered an advanced 
electronic signature under Swedish law and the 
eIDAS Regulation, and qualifies as a method 
for safe customer authorisation under PSD2. 
The BankID was created through co-operation 
and networking between banks operating in 
Sweden. The BankID can (in addition to sign-
ing documents) be used as electronic identifica-
tion where the person’s identity is guaranteed 
by the bank that issued that person’s BankID. 
The BankID software can be used on multiple 
devices, including mobile phones.

P27 Nordic Payments
The Swedish banks Handelsbanken, SEB and 
Swedbank have a joint initiative, together with 
the Danish bank Danske Bank and the Finn-
ish banks Nordea and OP Financial Group, to 
explore the possibility of establishing a pan-
Nordic payment infrastructure for domestic and 
cross-border payments in the Nordic curren-
cies and the Euro. This common infrastructure 
is called P27 Nordic Payments and is intended 
to enable real-time domestic and cross-border 
payments to be carried out quickly and easily 
through a common platform. Their vision is to 
establish the first integrated region for domestic 
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and cross-border payments in multiple curren-
cies within the Nordics.

Financial Regulation
As the fintech industry grows, so does the 
amount and level of detail within financial regula-
tion. The supervisory authorities have, inter alia, 
increased their monitoring of consumer lending 
and put a greater emphasis on credit assess-
ments. Furthermore, on 1 July 2020 new con-
sumer credit regulations were introduced which 
forbid companies to present credit purchase as 
the default payment option.

COVID-19
The COVID-19-related government support 
in Sweden (eg, state guarantees for new bank 
financing to otherwise viable small and medium-
sized enterprises facing difficulties owing to the 
pandemic) is now in the process of being with-
drawn.

2 .  F I N T E C H  B U S I N E S S 
M O D E L S  A N D  R E G U L AT I O N 
I N  G E N E R A L

2.1	 Predominant Business Models
The small-to-medium fintech companies in Swe-
den cover a wide range of business models, 
including mobile payment applications, banking 
services, payment settlement services, lending, 
cryptocurrency, biometrics, fundraising appli-
cations, crowdfunding platforms, factoring and 
platforms facilitating the sale and purchase of 
goods between individuals. The legacy players, 
such as banks and insurance companies, gener-
ally adapt either by creating their own custom-
ised version of newly invented fintech solutions 
or through co-operation with and integration of 
smaller players and their services. Consequently, 
fintech companies have a wide array of possible 
market approaches to choose from.

Certain fintech players have achieved fast 
enough growth and market expansion to directly 
compete with legacy players. By way of exam-
ple, Klarna (a Swedish fintech company founded 
in 2005) now employs around 3,500 people, has 
a full banking licence and a 10% market share of 
Europe’s e-commerce payment service.

Other fintech players avoid direct competition 
with banks and instead choose a co-operative 
intermediary role. Lendo (a Swedish fintech 
company founded in 2007), for example, focus-
es on consumer credit intermediation by way 
of offering consumers a platform where they 
can obtain multiple competing loan offers from 
banks, commonly referred to as “loan compari-
son”. The credit intermediation market has seen 
significant growth over the past years and Len-
do now also has operations in Norway, Finland, 
Denmark, Austria and Spain. Multiple compet-
ing credit intermediation firms have emerged in 
Sweden as of late.

In terms of regtech, computer programs are pro-
tected as copyrighted works and a vast array of 
solutions is being developed by both small and 
large players.

2.2	 Regulatory Regime
Depending on the business model, fintech com-
panies may become subject to one or several 
licensing or registration requirements. Below is a 
list of the most common activities in the Swedish 
fintech industry:

•	payment services – licence or registration 
pursuant to the Payment Services Act (PSA);

•	insurance distribution – licence and registra-
tion pursuant to the Insurance Distribution Act 
(IDA);

•	consumer credit origination or intermediation 
– licence pursuant to the Consumer Credit 
(Certain Operations) Act (CCCOA);
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•	issuance of electronic money – licence or 
registration pursuant to the Electronic Money 
Act (EMA);

•	consumer mortgage origination or interme-
diation – licences pursuant to the Mortgage 
Business Act (MBA);

•	banking or financing services – licence pursu-
ant to the Banking and Financing Business 
Act (SBFBA);

•	securities business – licence pursuant to the 
Securities Market Act (SMA);

•	insurance business – licence pursuant to the 
Insurance Business Act (IBA);

•	fund operations – licence pursuant to, eg, the 
UCITS Act (UCITS Act);

•	alternative investment fund management – 
licence or registration pursuant to the Alter-
native Investment Fund Managers Act (AIFM 
Act);

•	cryptocurrency trading – registration pursu-
ant to the Certain Financial Operations Act 
(CFOA); and

•	currency trading or other financial operations 
– registration pursuant to the Certain Finan-
cial Operations Act (CFOA).

The Swedish Financial Supervisory Authority 
or SFSA (Finansinspektionen) has also issued 
various regulations supplementing the above 
acts. Certain financial services that are not sub-
ject to licence requirements are still subject to a 
requirement to register with the SFSA.

2.3	 Compensation Models
Compensation models vary a great deal with-
in the fintech industry. The regulation of such 
depends on the business model and the licence 
held by the company. There is, by way of exam-
ple, an interest ceiling on consumer credits and 
late payment fees.

2.4	 Variations between the Regulation 
of Fintech and Legacy Players
The main difference in regulation is that legacy 
players are usually subject to far more regula-
tory requirements. This is especially the case 
for banks and insurance companies where, inter 
alia, capital requirements are triggered. In their 
early stages, fintech players often offer only one 
product and, to reduce the costs associated with 
licence applications and compliance, they gen-
erally apply for the lightest possible licence.

The fintech players that eventually grow larger, 
gradually apply for additional licences as they 
launch new products. Eventually some of them, 
eg, Klarna (described in 2.1 Predominant Busi-
ness Models) obtain a full banking licence.

2.5	 Regulatory Sandbox
In March 2018 the SFSA introduced the SFSA 
Innovation Centre, which is a step in the Swed-
ish government’s plan to establish a good busi-
ness environment for fintech companies. The 
Innovation Centre is meant to serve as a first 
point of contact for companies where they can 
raise questions regarding the applicable regula-
tion for new business models and innovations 
within fintech. Sweden does not have a regula-
tory sandbox regime and the Innovation Centre 
serves to mitigate the resulting difficulties for 
fintech companies.

2.6	 Jurisdiction of Regulators
The following supervisory authorities are those 
most relevant for fintech business models.

The SFSA
The SFSA is the central financial supervisory 
authority in Sweden. The SFSA answers to the 
Swedish Ministry of Finance (Finansdeparte-
mentet) and is tasked with supervising and mon-
itoring the financial markets and all businesses 
with operations that are subject to a financial 
licence or registration requirement.
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By way of example, the required licences 
described in 2.2 Regulatory Regime are issued 
by the SFSA. In addition to the licensing pro-
cess, the SFSA is also responsible for handling 
companies’ regulatory reporting (which differs 
on a case-by-case basis, depending on the 
licence held by the company).

The Swedish Consumer Agency (SCA)
The Swedish Consumer Agency or SCA (Kon-
sumentverket) is tasked with safeguarding con-
sumer interests. It is headed by the Consumer 
Ombudsman (Konsumentombudsmannen) which 
represents consumer interests when pursuing 
legal action in court. The SCA is, inter alia, very 
active in monitoring the marketing of consumer 
credit and insurance products.

Additional consumer protection activities under 
the SCA’s mandate include ensuring the safety 
of products and services, monitoring compliance 
with consumer legislation (including marketing 
towards consumers) and providing consumers 
with independent advice and information.

The Swedish Authority for Privacy Protection 
(SAPP)
The Swedish Authority for Privacy Protection or 
SAPP (Integritetsskyddsmyndigheten) is a pub-
lic supervisory authority responsible for moni-
toring compliance with the GDPR. The SAPP 
issues regulations and guidelines for the usage 
and processing of personal data. Its mandate 
encompasses all GDPR-related issues in Swe-
den and is not limited to the Swedish financial 
industry. The SAPP carries out inspections and 
can issue fines in accordance with the GDPR. 
The SAPP (unlike the SFSA) is generally not 
responsible for business licences, with certain 
exceptions such as debt collection activities, the 
provision of credit references and credit informa-
tion services.

The Swedish Economic Crime Authority 
(SECA)
The Swedish Economic Crime Authority or SECA 
(Ekobrottsmyndigheten) is a public prosecu-
tion authority responsible for fighting economic 
crime such as tax evasion, false accounting, 
money laundering, embezzlement, insider trad-
ing and market abuse. The SECA co-operates 
with other agencies and organisations to carry 
out crime prevention, intelligence gathering and 
prosecution.

The EBA, ESMA and EIOPA
The European Banking Authority (EBA), the 
European Securities Markets Authority (ESMA) 
and the European Insurance and Occupational 
Pensions Authority (EIOPA) guidelines and tech-
nical standards are applicable in Sweden.

2.7	 Outsourcing of Regulated Functions
There are multiple legal requirements with 
respect to outsourcing of regulated functions. 
Albeit subject to some variation, companies with 
regulated functions (including most fintech com-
panies) are required to exercise the requisite skill, 
care and diligence when entering into, managing 
and terminating outsourcing arrangements. The 
rights and obligations of the outsourcing com-
pany and the service provider must be clearly 
documented in an outsourcing agreement. If 
a company intends to outsource a significant 
part of its licensed operations, the company is 
required to notify the SFSA in advance and to 
provide the SFSA with a copy of the relevant 
outsourcing agreement.

2.8	 Gatekeeper Liability
Gatekeeping liability may vary to a great extent 
depending on the fintech providers’ business 
model. In addition to being responsible for the 
marketing on their websites and in their apps 
(including GDPR aspects), they are generally 
also subject to anti-money laundering (AML) 
provisions.
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2.9	 Significant Enforcement Actions
Sanctions against smaller fintech companies 
usually lead to remarks, warnings, administrative 
fines and/or the revocation of their SFSA licence. 
In the case of fintech operations carried out by 
legacy players, sanctions generally consist of 
fines. Significant sanctions by the SFSA are 
uncommon, but in 2020 the two banks, Swed-
bank and SEB, were issued administrative fines 
in the amount of SEK4 billion and SEK1 billion, 
respectively, due to non-compliance with Swed-
ish legislation on AML. In 2022, Trustly received 
a warning and administrative fine of SEK130 mil-
lion.

The SFSA publicly announces its investigations 
regardless of whether the investigation results 
in a sanction.

The SCA is active in monitoring consumer lend-
ing businesses and insurance mediation, among 
others. The SCA’s fines are, however, much low-
er than those of the SFSA.

2.10	 Implications of Additional, Non-
financial Services Regulations
The GDPR
The GDPR and the Act on Supplementary Provi-
sions to the GDPR apply regardless of industry 
sector (ie, also in relation to credit institutions, 
other regulated entities and to the innovative 
fintech entities that are not subject to SFSA 
supervision and the financial regulatory frame-
work). Naturally, these players are forced to take, 
for example, the GDPR principle of “privacy by 
design” into consideration in their offerings so 
that the regulated entities are able to comply 
with the GDPR requirements.

The SFSA
The SFSA has issued regulations and general 
guidelines regarding information security, IT 
operations and deposit systems which apply to 
credit institutions and investment firms. The reg-

ulations require the relevant entities to work in 
a structured and methodical manner with infor-
mation security. Furthermore, it regulates corpo-
rate governance, procedures for IT operations, 
and establishes requirements on the security of 
deposit systems. Since 1 March 2018, the regu-
lations have also applied to entities with authori-
sation to conduct clearing operations.

The EBA
In addition to the SFSA’s regulations, under the 
new EBA Guidelines on Outsourcing Arrange-
ments (“Outsourcing Guidelines”), certain IT 
security issues need to be addressed in the 
contract when a critical or important function of 
a regulated entity is outsourced (see 2.7 Out-
sourcing of Regulated Functions). The Out-
sourcing Guidelines also address certain privacy 
issues and, in essence, require compliance with 
the GDPR.

Swedish Legislation Based on the NIS 
Directive
Moreover, the implementation of national Swed-
ish legislation based on the NIS Directive may 
affect regulated entities as well as technology 
providers and requires, for example, incident 
reporting of certain events. In the case of a 
security incident relating to personal data, the 
regulated entity may have to report the incident 
separately both under the GDPR and the NIS 
Directive.

The Protective Security Act
Regulated entities, primarily credit institutions, 
may also be affected by the Protective Secu-
rity Act, which came into force in April 2019. It 
applies to anyone conducting security-sensitive 
operations aiming to protect Sweden against, for 
example, espionage and terrorist offences, and 
imposes the implementation of certain security 
arrangements and procedures that may also 
affect technology providers.
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The Swedish Money Laundering and Terrorist 
Financing Prevention Act
The Swedish Money Laundering and Terror-
ist Financing Prevention Act (implementing 
the Fourth Anti-Money Laundering Directive 
2015/849/EU) (AML Act) applies to fintech oper-
ations (eg, banks, registered financial institu-
tions, consumer credit institutions and payment 
services). As such, there are requirements to 
conduct, among other things, risk assessments 
on how their services could be used for money 
laundering and terrorism financing, in addition 
to conducting customer due diligence. Entities 
must conduct customer due diligence measures 
when establishing a business relationship or, in 
the absence of an established business relation-
ship, when carrying out an occasional transac-
tion that amounts to more than EUR15,000, or 
a transfer of funds that amounts to more than 
EUR1,000.

Companies that are licensed by or registered 
with the SFSA, and a significant number of com-
panies and other professionals outside the finan-
cial sector, are obliged to prevent money laun-
dering and financing of terrorism by complying 
with the AML Act and subsequent regulations. 
Pursuant to the AML Act and the SFSA’s sup-
plementary regulations, companies are required 
to adopt internal AML procedures.

The SFSA is tasked with ensuring that finan-
cial companies adhere to the AML regulations. 
The County Administrative Board (Länstyrelsen) 
supervises companies and professionals outside 
the financial sector.

The Swedish Penal Code
Bribery is criminalised under the Swedish Penal 
Code, which is applicable to all Swedish com-
panies. Most financial companies are required 
to adopt ethical guidelines setting out, inter alia, 
the company’s procedures to combat bribery.

2.11	 Review of Industry Participants by 
Parties Other than Regulators
While the main supervision of industry partici-
pants is performed by regulators, industry par-
ticipants also generally appoint an auditor for 
their business activities. In addition, the Swed-
ish market also has a tradition of engagement 
by industry participants other than regulators 
in the development of industry practices and 
standards. Some of the associations for indus-
try participants are the Swedish Banker’s Asso-
ciation (Bankföreningen), the Swedish Securities 
Markets Association (Svensk Värdepappers-
marknad), the Swedish Investment Fund Asso-
ciation (Fondbolagens förening) and the Swedish 
Insurance Society (Svenska Försäkringsförenin-
gen). The Swedish Fintech Association also aims 
to provide a communication platform for the 
fintech community and, inter alia, to maintain a 
dialogue with the Swedish authorities regarding 
new regulations.

2.12	 Conjunction of Unregulated and 
Regulated Products and Services
Business models with a conjunction of regulat-
ed and unregulated products and services are 
rare. In general, companies appear hesitant to 
offer both regulated and unregulated services or 
products from the same company, as it may be 
problematic from a regulatory perspective. There 
are, however, many instances where “higher” 
and “lighter” regulated products are provided 
together. By way of example, subcontractors are 
sometimes used by banks as intermediaries of 
consumer credits and insurance. Such interme-
diary does not require a full licence as an origi-
nator of loans or as an underwriter of insurance.

2.13	 Impact of AML Rules
Regulated fintech companies are required to 
comply with the Swedish anti-money launder-
ing regime, including adopting relevant AML 
policies based on the AML risks associated with 
the products and services offered by the com-
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pany. The company must carry out Know Your 
Customer-controls of any new clients. It should 
be noted that the Swedish FSA has recently 
declared that payment institutions offering online 
payments may have to treat the end users (the 
payer) as customers and not limit its KYC-con-
trols to the merchants (the payee). Unregulated 
companies that are not covered by the Swedish 
Money Laundering and Terrorist Financing Pre-
vention Act do not have to comply with the AML 
regime. However, many companies do include 
AML-risks in their compliance programmes.

3 .  R O B O - A D V I S E R S

3.1	 Requirement for Different Business 
Models
There is no specific regulation of automat-
ed investment advice in Sweden. The SFSA 
defines automated investment advice as per-
sonal advice regarding financial instruments 
that is provided without (or with limited) human 
interaction. In Sweden, automated investment 
advice (eg, robo-advisers) constitutes regulated 
investment advice under the SMA and is subject 
to all the substantive provisions of the Swedish 
MiFID II implementation, including the SFSA’s 
regulations regarding investment services and 
activities.

3.2	 Legacy Players’ Implementation of 
Solutions Introduced by Robo-Advisers
Several Swedish legacy players, such as banks, 
have included robo-advisers in their businesses. 
Robo-advisers are today mainly used for provid-
ing advice regarding the allocation of pension 
savings and private savings in UCITS.

3.3	 Issues Relating to Best Execution of 
Customer Trades
Robo-advisers are subject to the same rules as 
traditional advisers.

4 .  O N L I N E  L E N D E R S

4.1	 Differences in the Business or 
Regulation of Loans Provided to 
Different Entities
Swedish regulation does not, in terms of the 
regulation of providing loans, categorise differ-
ent legal entities based on size or type of busi-
ness. However, there are significant differences 
in the regulation of consumer loans and loans 
to businesses.

Consumer Lending
Consumer lending is regulated through, inter 
alia, the CCA, which includes provisions relat-
ing to sound lending practices, marketing of 
consumer loans, credit assessments, informa-
tion required prior to concluding loan agree-
ments, and in relation to the documentation of 
loan agreements, interest, fees and repayment 
of loans, among others. In order to offer or orig-
inate consumer loans, authorisation from the 
SFSA is required under, for example, the CCCOA 
(should the company solely provide or act as an 
intermediary in relation to consumer loans), the 
SBFBA (should the company instead be consid-
ered a credit institution, as defined in the Capital 
Requirements Regulation) or the MBA (should 
the company solely provide consumer loans 
in the form of mortgages and be considered a 
housing credit institution).

Consumer Credits
Consumer credits are subject to rules regarding 
so-called high-cost credits, defined as credits 
granted to consumers having an interest rate of 
30% above the reference rate (as determined 
by the Swedish Central Bank) and which do not 
primarily relate to a credit purchase or residen-
tial immovable property. The maximum amount 
of interest, as well as any default interest, that 
may be charged under a credit agreement may 
not be 40% or more above the reference rate, 
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and the maximum amount of fees under a credit 
agreement may not exceed the credit amount.

All marketing of consumer credits is subject to 
requirements regarding moderation and restraint. 
Pursuant to the Swedish government’s prepar-
atory works, it is stipulated that the marketing 
should be as neutral and factual as possible and 
may not be intrusive (such as targeting certain 
types of possible consumers via digital means). 
The marketing should also be balanced so that 
the credit is not disproportionately highlighted, 
which could reduce the consumer’s ability to 
make a well-founded decision.

4.2	 Underwriting Processes
Loan origination is regulated under the SBFBA 
and in subsequent regulations and guidelines 
issued by the SFSA and the SCA. The SFSA and 
the SCA have in recent years raised demands on 
lenders’ investigation of creditworthiness prior to 
entering into loan agreements with consumers. 
Furthermore, the loan agreements must comply 
with the CCA.

4.3	 Sources of Funds for Loans
An originator financing loans through repayable 
funds from the public must obtain a licence as a 
credit institute under the SBFBA. Common types 
of funding for loan originators include invest-
ments from investors, issuance of bonds, facil-
ity agreements, peer-to-peer lending or secu-
ritisation using SPVs. Companies participating 
in financing, for example, by way of acquiring 
claims (invoice trading) are required to register 
their operations with the SFSA (by way of noti-
fication to the SFSA) and are further obliged to 
comply with provisions relating to, for example, 
AML, and undergo ownership and management 
assessments.

There is currently no specific regulation of 
crowdfunding under Swedish law. Certain 
crowdfunding schemes may, however, fall with-

in the scope of the general financial services 
framework. In the case of equity-based crowd-
funding, the Swedish Companies Act prohibits 
Swedish private limited liability companies and/
or their shareholders from attempting to sell 
shares, subscription rights, debentures or war-
rants issued by the company to the public. The 
Crowdfunding Regulation came into force on 9 
November 2020 and will apply from 10 Novem-
ber 2021. It will provide a harmonised frame-
work for crowdfunding service providers. Swed-
ish legislation with supplementary provisions is 
currently under development.

On 18 February 2021 the SFSA stated that 
companies which fund their lending through the 
issuance of bonds must apply for a financing 
business licence under the SBFBA, unless the 
bonds are subject to a transferability restriction 
preventing the bonds from, at any point, being 
acquired by the public.

4.4	 Syndication of Loans
Larger loans (such as, for financing of company 
acquisitions or large-scale business) are often 
underwritten using loan syndication, and Swed-
ish legacy players (such as the larger banks and 
insurance companies) commonly participate in 
the syndication of loans.

Smaller loans, such as consumer lending carried 
out by fintech companies, are generally financed 
using facility agreements with a legacy player or 
through the use of SPV securitisation.

5 .  PAY M E N T  P R O C E S S O R S

5.1	 Payment Processors’ Use of 
Payment Rails
In principle, payment processors may use either 
existing payment rails or implement new ones. 
They would, however, be required to obtain a 
licence from the SFSA, to operate as a payment 
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institution under the PSA, an electronic money 
institution under the EMA or as a credit institu-
tion under the SBFBA.

5.2	 Regulation of Cross-Border 
Payments and Remittances
There is little detailed regulation of cross-border 
payments and remittances in Sweden. Although 
not directly linked to any of the payment ser-
vice provider licences, a company which acts 
as an intermediary for cross-border payments 
exceeding SEK150,000 must, pursuant to 
Swedish tax law, report the transaction to the 
Swedish Tax Agency (Skatteverket). A company 
can be deemed to constitute an intermediary 
even though the company does not technically 
execute the payment itself.

6 .  F U N D  A D M I N I S T R AT O R S

6.1	 Regulation of Fund Administrators
Swedish investment funds are mainly regulated 
through the UCITS Act and the AIFM Act. Fund 
administration is not defined under Swedish law 
and fund administration services are generally 
unregulated. It is, however, a prerequisite to have 
a regulatory licence to conduct certain admin-
istrative services, such as depositary services. 
Depositary services include monitoring a fund’s 
cash flow, ensuring that all payments made by 
investors upon subscription of units or shares 
in a fund have been received and that all the 
cash of the fund has been booked in the correct 
cash account. Furthermore, depositary services 
also include safe-keeping of a fund’s financial 
instruments and other assets. These services 
are regulated by the above-mentioned acts. 
Additionally, if a Swedish custodian is delegated 
custody functions or where the fund administra-
tion services include trade settlement, the rel-
evant entity must be authorised in accordance 
with the SMA.

Pursuant to the UCITS Act and the AIFM Act, the 
management of Swedish UCITS and AIFs, the 
sale and redemption of units in a fund, deposi-
tary services and the administrative measures 
relating thereto may only be conducted if the 
company is licensed by the SFSA. Foreign EEA 
management companies authorised in their 
respective home state are able to rely on pass-
porting to carry out operations in Sweden.

Fintech companies would not generally fall 
within the scope of any of the above regulatory 
regimes.

6.2	 Contractual Terms
Fund managers are responsible for their compli-
ance with the regulatory framework in relation 
to services provided to the fund manager by the 
fund administrator. Therefore, where relevant, 
fund managers should include provisions on ser-
vice levels, standards of IT security and obliga-
tions imposed to ensure that they are compliant 
with applicable regulatory and other legislation. 
Some contracts with fund administrators would 
furthermore be encompassed by the regulatory 
framework for funds concerning outsourcing. 
Where this is the case, the fund manager must, 
inter alia, ensure that:

•	the provider will perform its duties efficiently 
and in accordance with agreed service levels;

•	the provider has proficient knowledge and 
competence with regards to the assignment;

•	the provider will co-operate with the SFSA in 
relation to the outsourced function; and

•	the fund administration contract contains a 
termination clause ensuring termination with-
out affecting the continuity and quality of the 
fund’s business.

For fund administration in the form of depositary 
services, as described in 6.1 Regulation of Fund 
Administrators, the fund manager must appoint 
the depositary which will be governed by a writ-
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ten contract pursuant to the AIFM Act and the 
UCITS Act, as applicable. There are statutory 
requirements for the contracts to govern the flow 
of information deemed necessary to allow the 
depositary to perform its functions for the fund, 
as well as detailed requirements in Article 83 of 
Delegated Regulation (EU) 231/2013 in relation 
to AIFs and Article 2 of Delegated Regulation 
2016/438 in relation to UCITS. This contract will, 
inter alia, contain descriptions of the services to 
be provided by the depositary and the proce-
dures to be adopted for each type of asset in 
which the fund may invest and which shall then 
be entrusted to the depositary, and a description 
of the way in which the depositary’s functions 
are to be performed and the procedures ensur-
ing that the fund manager is enabled to review 
the performance of the depositary.

7 .  M A R K E T P L A C E S , 
E X C H A N G E S  A N D  T R A D I N G 
P L AT F O R M S

7.1	 Permissible Trading Platforms
The legal definitions of trading platforms and the 
regulation thereof are based on MiFID II, imple-
mented through the SMA in Sweden. In addition, 
there are regulations and guidelines issued by 
the SFSA. Furthermore, each trading platform 
provider also has its own rules governing the 
specific requirements that must be met for the 
listing of securities on the trading platform. The 
three types of permissible trading platforms 
in Sweden are regulated markets (reglerade 
marknader), multilateral trading facilities (MTF 
platforms) (multilaterala handelsplattformar) 
and organised trading facilities (OTF platforms) 
(organiserade handelsplattformar).

Regulated Markets
Nasdaq Stockholm (operated by Nasdaq Stock-
holm AB) is the primary securities exchange 
in the Nordic countries, where more than 300 

companies are listed for trading. Main Regulat-
ed Equity (operated by Nordic Growth Market 
NGM AB, which is owned by the Börse Stuttgart 
Group) is a regulated market for shares, bonds, 
debentures and structured products.

Multilateral Trading Facilities
There are three MTF platforms in Sweden which 
are designed for fast-growing small and medi-
um-sized companies: First North (operated by 
Nasdaq Stockholm AB), Nordic SME (operated 
by Nordic Growth Market NGM AB), and Spot-
light Stock Market (operated by ATS Finans AB).

Organised Trading Facilities (OTF)
There are currently no OTF platforms based in 
Sweden.

7.2	 Regulation of Different Asset 
Classes
The SMA generally applies for all asset class-
es. However, there is no specific regulation for 
cryptocurrency and there are slightly different 
rules for the trading of shares and the trading 
of bonds.

7.3	 Impact of the Emergence of 
Cryptocurrency Exchanges
There is no comprehensive regulation of cryp-
tocurrency exchanges in Sweden and it is 
not expected that a domestic regime will be 
introduced due to the proposed, but not yet 
approved, harmonised regulation on Markets in 
Crypto-Assets, from the European Commission. 
Nonetheless, business operations consisting of 
the management of, or trading in, virtual cur-
rency must be registered with the SFSA under 
the CFOA, in order to comply with the Swedish 
AML/CFT regime, as implemented following the 
enforcement of the 5th AML/CFT Directive. This 
requirement encompasses business operations 
conducting exchange between virtual curren-
cies (eg, bitcoin and ether) and fiat currencies 
or other virtual currencies.



Law and Practice  SWEDEN
Contributed by: Emma Stuart-Beck, Caroline Krassén and Anton Sjökvist, Advokatfirman Vinge KB 

14

Where a cryptocurrency would qualify as a finan-
cial instrument, the extensive legal framework 
encompassing business activities involving 
these instruments would apply, including the 
SMA, the Prospectus Regulation, the Market 
Abuse Regulation and the Short Selling Regula-
tion, among others.

7.4	 Listing Standards
Listing standards are set by the operator of 
the trading platform, the SMA and the SFSA’s 
regulations. The issuance of shares in, by way 
of example, a Swedish limited liability com-
pany (aktiebolag) requires statements from the 
board of directors and evidence of payment. 
Share issues must be registered with the Swed-
ish Companies Registration Office or SCRO 
(Bolagsverket) and will also require an issuer 
agent to handle settlement of the shares to the 
subscribers.

Several form requirements apply in relation to 
the SCRO, Euroclear Sweden (the central secu-
rities depository in Sweden) and the relevant 
marketplace. The listing process is subject to 
an approval process from the relevant market-
place, which generally includes various forms 
requiring execution and documentation being 
provided. Prior to the application and the admis-
sion to trading on a marketplace, the company 
must first change the company category to a 
Swedish public limited liability company (pub-
likt aktiebolag) and introduce a record clause. 
The company must then register its shares with 
Euroclear Sweden which includes, inter alia, 
a KYC process. Additionally, companies with 
shares traded on a regulated market are required 
to publish a prospectus in accordance with the 
Prospectus Regulation. The prospectus must be 
submitted for review and approval by the SFSA 
before being published.

7.5	 Order Handling Rules
Under the SMA, companies licensed to execute 
orders on behalf of clients must, inter alia, have 
systems and procedures in place which enable 
the prompt, efficient and fair execution of cli-
ents’ orders. Furthermore, the company must 
have guidelines stipulating how the company will 
achieve the best possible result in its execution. 
The guidelines must regularly be reviewed and 
updated and must include specific instructions 
for each type of financial instrument.

7.6	 Rise of Peer-to-Peer Trading 
Platforms
Companies which facilitate peer-to-peer or mar-
ketplace lending (consisting of loan intermedia-
tion or brokering) are regulated by and require 
authorisation pursuant to the CCCOA, which 
contains regulations on, inter alia, AML and loan 
intermediation. If the company is also responsi-
ble for the transaction of funds between lend-
ers and borrowers (including keeping funds on 
a client account), the operations would instead 
require authorisation pursuant to the PSA. The 
PSA imposes additional requirements in rela-
tion to, for example, own funds, information and 
technical processes for the execution of pay-
ment transactions.

7.7	 Issues Relating to Best Execution of 
Customer Trades
See 7.5 Order Handling Rules. Unless there is 
a particular reason to deviate, customer trades 
must also be executed in the order in which they 
were received.

7.8	 Rules of Payment for Order Flow
Under the SMA, investment firms may only 
accept remuneration or equivalent benefits from 
a third party if these are designed to improve 
the quality offered to the customer and do not 
impede the investment firm’s ability to act hon-
ourably, fair and professionally in relation to the 
customer’s interests. Furthermore, prior to pro-
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viding the service to the customer, the invest-
ment firm must disclose the existence of such 
third-party remuneration to the customer.

7.9	 Market Integrity Principles
The basic principles of market integrity in Swe-
den are based on good practice in the stock mar-
ket (god sed på värdepappersmarknaden) and 
the Swedish Securities Council (Aktiemarknad-
snämnden) is responsible for issuing rulings and 
guidelines for what constitutes such practice. 
Furthermore, insider trading and market abuse 
are prohibited through the Market Abuse Regu-
lation (MAR) and the Swedish implementation of 
the Market Abuse Directive (MAD).

8 .  H I G H - F R E Q U E N C Y  A N D 
A L G O R I T H M I C  T R A D I N G

8.1	 Creation and Usage Regulations
Sweden has implemented its regulation of 
high-frequency and algorithmic trading in line 
with MiFID II through the SMA and there are no 
separate regulatory regimes for different asset 
classes. Companies that conduct algorithmic 
trading must report this to the SFSA and to the 
authority in charge of supervising the relevant 
trading platform. Furthermore, companies are 
required to:

•	have efficient systems and risk measurements 
in place which are tailored for that particular 
type of trading (such systems must be able to 
ensure that the trading system is sufficiently 
resilient, has adequate capacity, that trading 
limits are enforced and that wrongful trades 
are not made);

•	ensure that their trading systems cannot be 
used in conflict with the MAR and the rules of 
the relevant trading platform;

•	have in place adequate contingency plans; 
and

•	document such plans and preparations so 
that they may be reviewed by the SFSA.

Companies engaging in high-frequency and 
algorithmic trading must also document all the 
above systems, plans and preparations so that 
the SFSA and the authority in charge of super-
vising the relevant trading platform may review 
these.

8.2	 Requirement to Register as Market 
Makers when Functioning in a Principal 
Capacity
Companies that conduct algorithmic trading in 
the capacity of market makers are subject to 
the regulations described in 8.1 Creation and 
Usage Regulations. Furthermore, each trading 
platform provider has its own set of rules and 
the market maker must, pursuant to the SMA, 
enter into a written agreement with the provider 
which clearly dictates the obligations of the mar-
ket maker. The agreement must include clauses 
regulating at what times the company may act 
as market maker, what potential exceptions 
apply to the agreed times, the market maker’s 
obligation to make firm quotes in the competi-
tive process such that the market is provided 
with liquidity on a regular and predictable basis, 
and the incentives offered in the form of rebates, 
etc. The market maker must also have sufficient 
systems and controls to comply with the obliga-
tions set out in the aforementioned agreement. 
Furthermore, the market maker must publish 
information regarding the quality of its execu-
tion of transactions on a yearly basis.

8.3	 Regulatory Distinction between 
Funds and Dealers
There is no regulatory distinction between funds 
and dealers.
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8.4	 Regulation of Programmers and 
Programming
Programmers who develop and create trading 
algorithms and other electronic trading tools are 
not in themselves regulated.

9 .  F I N A N C I A L  R E S E A R C H 
P L AT F O R M S

9.1	 Registration
Financial research and the publication thereof is 
not subject to any financial regulation or authori-
sation requirements as such, unless it includes, 
for example, the provision of critical benchmarks 
as defined in the Benchmark Regulation.

9.2	 Regulation of Unverified Information
Market manipulation, attempted market manipu-
lation (including the spreading of rumours and 
other unverified information) and dissemination 
of insider information is unlawful pursuant to the 
MAR and is punishable under the Swedish Secu-
rities Market (Market Abuse Penalties) Act.

9.3	 Conversation Curation
Pursuant to the Electronic Bulletin Boards Act, 
a platform (eg, in the form of a website) pro-
vider has a responsibility to supervise the plat-
form and to remove posts that contain threats or 
promote violence, racism or copyright infringe-
ment, among others. For rules regarding insider 
information, see 9.2 Regulation of Unverified 
Information.

1 0 .  I N S U R T E C H

10.1	 Underwriting Processes
The industry participants within underwriting 
(as opposed to within the distribution of insur-
ance) consist of licensed insurance companies 
which are regulated by, inter alia, the Insurance 
Business Act, the Insurance Contracts Act and 

EU regulations such as Solvency II, as well as 
various regulations and guidelines issued by the 
SFSA.

Insurance intermediaries are subject to, inter 
alia, the Swedish Insurance Distribution Act, the 
Insurance Distribution Ordinance and the SFSA’s 
Insurance Regulations and General Guidelines.

10.2	 Treatment of Different Types of 
Insurance
The two main categories are life insurance 
(livförsäkring) and non-life insurance (ska-
deförsäkring). Furthermore, a distinction is also 
made between consumer and non-consumer 
customers, where consumers enjoy additional 
consumer protection provisions.

1 1 .  R E G T E C H

11.1	 Regulation of Regtech Providers
There is no special regulation of regtech provid-
ers in Sweden and consequently they are only 
regulated where they are subject to any of the 
existing financial regulatory frameworks.

11.2	 Contractual Terms to Assure 
Performance and Accuracy
If, pursuant to the legislation governing the regu-
lated user, usage of the regtech solution qualifies 
as outsourcing (see 2.7 Outsourcing of Regu-
lated Functions), the contractual terms would, 
in addition to general industry practice, be dic-
tated by financial regulation. To what extent the 
provisions are regulated would however depend 
on, inter alia, the licence held by the user of the 
regtech product or service.



17

SWEDEN  Law and Practice
Contributed by: Emma Stuart-Beck, Caroline Krassén and Anton Sjökvist, Advokatfirman Vinge KB 

1 2 .  B L O C K C H A I N

12.1	 Use of Blockchain in the Financial 
Services Industry
While there are several small players on the 
Swedish market conducting business opera-
tions with technologies and services based on 
blockchain technology, there have not been any 
major launches by traditional players in Sweden 
of new platforms, systems or products based 
on blockchain.

Handelsbanken is co-operating with the Swed-
ish Central Bank in the digital currency project 
(discussed under 1.1 Evolution of the Fintech 
Market) to assess how the digital currency could 
be integrated into existing banking payment sys-
tems. While this shows that traditional players 
are expected to play an important role in the 
potential implementation of the digital currency, 
there has been debate as to whether the E-kro-
na will have an eroding effect on the traditional 
deposit-financing of commercial banks.

12.2	 Local Regulators’ Approach to 
Blockchain
There are currently no specific rules or legal 
guidelines for blockchain and distributed ledger 
technology. As discussed in 1.1 Evolution of the 
Fintech Market, the Swedish Central Bank has 
an ongoing project concerning the establish-
ment of a digital currency called the E-krona. The 
latest report released on this project covers the 
technical and legal questions arising through the 
use of blockchain technology. The report con-
cluded that, inter alia, the technological solution 
must be investigated further and that a parallel 
network for payments by the Swedish Central 
Bank based on blockchain technology would 
create a more robust payment infrastructure, as 
it could function simultaneously to and indepen-
dently of the ordinary payment system.

12.3	 Classification of Blockchain 
Assets
There is no specific legal classification available 
for blockchain assets. As such, any asset based 
on blockchain technology would need to be 
categorised on a case-by-case basis under the 
existing rules and regulations, where applicable.

12.4	 Regulation of “Issuers” of 
Blockchain Assets
There are currently no specific provisions gov-
erning issuers of blockchain assets or ICOs in 
Sweden. In the event that blockchain assets 
qualify as financial instruments under the SMA, 
the issuers may become subject to, for example, 
the SMA, the AIFM Act, AML provisions and/
or the Prospectus Regulation, depending on 
the nature of the assets involved and the issu-
ing thereof.

12.5	 Regulation of Blockchain Asset 
Trading Platforms
There is no particular Swedish legislation tar-
geting blockchain asset trading platforms. The 
CFOA does, however, govern trading in virtual 
currencies and in many cases, where the block-
chain assets are virtual currencies (as defined in 
the CFOA), they would be encompassed by said 
act. Likewise, should a blockchain asset be con-
sidered a financial instrument pursuant to the 
SMA, the Swedish implementation of MiFID II 
governing trading venues would apply.

12.6	 Regulation of Funds
Funds that invest in blockchain assets are not 
subject to any additional blockchain-specific 
regulation.

12.7	 Virtual Currencies
As discussed under 12.3 Classification of 
Blockchain Assets, there are no rules spe-
cifically targeting blockchain assets, and as 
explained in 7.3 Impact of the Emergence 
of Cryptocurrency Exchanges, the Swedish 
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CFOA does contain provisions governing busi-
ness operations consisting of the management 
of, or trading in, virtual currencies. Under the 
CFOA, a virtual currency is a digital represen-
tation of value which is not issued or guaran-
teed by a central bank or public authority; is not 
necessarily attached to a legally established 
currency; and does not have the legal status of 
currency or money, but which is accepted as 
a means of exchange and can be transferred, 
stored and traded electronically. The SFSA has 
indicated that both bitcoin and ether are virtual 
currencies under the CFOA.

12.8	 Impact of Regulation on “DeFi” 
Platforms
Sweden does not have any specific regulation 
of decentralised finance (DeFi) platforms and 
GDPR is directly applicable in Sweden. As in 
other jurisdictions and EU bodies, there is uncer-
tainty in Sweden regarding whether it is possible 
to fulfil the GDPR’s requirements regarding, inter 
alia, the responsibility of data controllers and the 
necessary capability of minimising, modifying 
and erasing data where needed.

12.9	 Non-fungible Tokens (NFTs)
As with other crypto-assets NFTs are not sub-
ject to separate regulation under the Swedish 
financial regime. Apart from when a crypto-asset 
would be considered an asset encompassed by 
the scope of other regulatory frameworks (such 
as a financial instruments covered by MiFID II 
or electronic money covered by the EMD II), the 
only rules specifically targeting crypto-assets 
in Sweden is the requirement for providers of 
exchange services between virtual currencies 
and fiat currencies and custodian wallet pro-
viders to register with the Swedish Financial 
Supervisory Authority. However, given that vir-
tual currencies are defined as to only encompass 
virtual currencies which does not possess a legal 
status of currency or money but is accepted by 

natural or legal persons as a means of exchange, 
it is unlikely to cover NFTs.

1 3 .  O P E N  B A N K I N G

13.1	 Regulation of Open Banking
PSD2
Sweden has implemented PSD2 and it has 
generally had a positive impact on companies 
providing open banking solutions, opening up 
more areas of the banking system for innovative 
companies. While Sweden initially implemented 
PSD2 without any changes, the legislator has 
since introduced rules stipulating that online 
payments by consumers may not offer credit as 
the first payment alternative, nor should that be 
the default option where there is an option to 
pay in other ways. This rule was introduced in 
July 2020 in order to mitigate a further increase 
in household debt.

APIs
The use of Application Programming Interfaces 
(APIs) is likely to increase and, as a result, there 
will be an increase in new services related to this. 
The transition to providing APIs was subject to 
much debate in the media and there were con-
cerns regarding how payment account informa-
tion may come to be used.

13.2	 Concerns Raised by Open Banking
Protection of Personal Information by Third 
Parties
There have been some concerns regarding 
whether the protection of personal information 
will be sufficient once this is disseminated to 
third parties by banks, given that many third-
party applications are provided by smaller actors 
with significantly fewer resources to combat 
cyber-attacks. Such companies are, however, 
still subject to GDPR and should not therefore 
strive to be in possession of such information 
unless sufficient systems are in place.
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The Legality of Screen-Scraping Information
There has furthermore been an active debate 
in the media, involving the SFSA, traditional 
wholesale banks and fintech companies, about 
the legality of screen-scraping information held 
by banks, other than information on payment 
accounts. The discussion has been exacerbated 
by the lack of guidance provided by the SFSA 
on how the rules should be interpreted. How-
ever, after having received indications that some 
account service providers do not provide APIs 
and that some third-party service providers that 
use APIs are not compliant with Delegated Reg-
ulation 2018/389, the SFSA published a general 
clarification on the requirements in relation to 
information on payment accounts.

Third-party service providers must use the APIs 
made available by the account providing service 
providers and account service providers must 
supply APIs that are compliant with the above-
mentioned delegated regulation. This debate 
will likely continue until the SFSA takes a clear-
er position or until the question reaches and is 
ruled upon in a court of law. 
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Advokatfirman Vinge KB is one of the largest 
full-service law firms in Scandinavia and is high-
ly regarded for its multidisciplinary approach 
within the fintech space. As part of a full-service 
firm, Vinge’s fintech team can advise its clients 
across the industry on the formation of a com-
pany, its regulatory compliance and first finan-
cial licence, and later assist with large financing 
and transaction matters. Swedish fintech regu-
lation comes from several regimes – from the EU 
to the Swedish Financial Supervisory Authority, 

government agencies and industry organisa-
tions. The regulations are comprehensive and 
change frequently, as the authorities keep pace 
with the innovative and legally complex ser-
vices offered by fintech companies, start‑ups 
and legacy players. Vinge’s Stockholm-based 
fintech team includes several internationally 
recognised lawyers specialised in financial reg-
ulation, the GDPR, tax and intellectual property, 
among other areas. 
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of Advokatfirman Vinge KB and 
is considered one of Sweden’s 
leading individuals within 
fintech. She specialises in 
regulatory law within the 

financial sector, with additional legal expertise 
in investments, leasing, financing and M&A 
transactions. Emma has vast experience in 
licensing matters relating to financial services 
companies such as banks, securities 
companies, fund managers, investment funds, 
payment service providers and various types of 
fintech companies. In addition, Emma has a 
strong track record in, among other things, 
advising on the complex regulatory approvals 
required for the establishment and acquisition 
of financial services companies. 

Caroline Krassén has been 
recognised as one of Sweden’s 
most knowledgeable associates 
in fintech. She has extensive 
experience in the financial 
services sector, with a focus on 

the fintech domain, including consumer 
financing, payment services, banking 
regulation and regulatory compliance. Caroline 
regularly advises clients of Advokatfirman 
Vinge KB on regulatory licensing and 
compliance and has presided over a multitude 
of large and complex projects within the 
fintech space, including establishments, 
acquisitions and financing. 
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